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Efficient Pseudorandom-Function Modes of a Block-Cipher-Based
Hash Function

Shoichi HIROSE†a) and Hidenori KUWAKADO††, Members

SUMMARY This article discusses the provable security of pseudo-
random-function (PRF) modes of an iterated hash function using a block
cipher. The iterated hash function uses the Matyas-Meyer-Oseas (MMO)
mode for the compression function and the Merkle-Damgård with a per-
mutation (MDP) for the domain extension transform. It is shown that the
keyed-via-IV mode and the key-prefix mode of the iterated hash function
are pseudorandom functions if the underlying block cipher is a pseudoran-
dom permutation under a related-key attack with respect to the permuta-
tion used in MDP. More precisely, the key-prefix mode also requires that
EIV (K) ⊕ K is pseudoramdom, where E is the underlying block cipher, IV
is the fixed initial value of the hash function, and K is a secret key. It is
also confirmed that the MMO compression function is the best choice with
MDP among the block-cipher-based compression functions in the Preneel-
Govaerts-Vandewalle model in terms of the provable security.
key words: hash function, pseudorandom function, block cipher

1. Introduction

(1) Background

In many textbooks on cryptography, a (cryptographic) hash
function is defined to be a function mapping an input string
of arbitrary length to an output string of fixed length, and
satisfying preimage resistance, second-preimage resistance
and collision resistance. However, hash functions are used
in almost all cryptographic schemes, and required various
security properties other than the three listed above. For ex-
ample, a hash function is used to instantiate a random oracle.
It is also used to construct a pseudorandom bit generator
and a pseudorandom function. (Second-) preimage resis-
tance and collision resistance do not validate such usage in
general.

(2) Contribution

This article discusses the provable security of pseudo-
random-function (PRF) modes of an iterated hash function
using a block cipher. The iterated hash function uses the
Matyas-Meyer-Oseas (MMO) mode [8] for the compres-
sion function and the Merkle-Damgård with a permutation
(MDP) [7] for the domain extension transform. It is called
MDP-MMO in this article.
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The widely used PRF using a hash function is HMAC
[2]. However, it is not very efficient. It invokes the hash
function twice to process a given input. In this article, two
more efficient PRF modes are considered. One is called the
keyed-via-IV mode. It simply replaces the initial value of
the underlying hash function with the secret key. The other
is called the key-prefix mode. It first prepends the secret
key to a given input, and then feeds it to the underlying hash
function.

It is shown that the keyed-via-IV mode and the key-
prefix mode of MDP-MMO are PRFs if the underlying
block cipher is a pseudorandom permutation (PRP) under a
related-key attack with respect to the permutation of MDP.
The novelty of the result is that the PRF property of the
modes is reduced to the PRP property of the underlying
block cipher, not simply the PRF property of the compres-
sion function.

Actually, the key-prefix mode also requires that
EIV (K) ⊕ K is pseudoramdom, where E is the underlying
block cipher, IV is the fixed initial value of the hash func-
tion, and K is a secret key. This property cannot be implied
by the PRP property of E since the key of E is a fixed pub-
lic constant. It does not seem difficult, however, to design a
block cipher with the property.

The other contribution of the paper is that it confirms
that the MMO compression function is the best choice with
MDP among the block-cipher-based compression functions
in the PGV model [11] in terms of the provable security.

(3) Related Work

Hirose and Kuwakado [6] discussed the following security
properties of MDP-MMO: Collision resistance, indifferen-
tiability from a variable-input-length (VIL) random oracle,
and pseudorandomness of HMAC using MDP-MMO. Their
results imply that the security of an iterated hash function
is reduced to the security of the underlying block cipher to
more extent with the MMO compression function than with
the Davies-Meyer (DM) compression function.

Hirose, Park and Yun [7] proposed MDP, and showed
that the keyed-via-IV mode and the key-prefix mode of an
iterated hash function using MDP are PRFs on the assump-
tion that the compression function is a PRF under a related
key attack with respect to the permutation of MDP. MDP
is one of the simplest and the most efficient domain exten-
sion transforms. Some of the first round candidates of NIST
Cryptographic Hash Algorithm Competition [10] such as
ARIRANG, Cheetah and CHI adopted the idea of MDP for
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their domain extension transforms.
Bellare, Canetti and Krawczyk [2] showed that the cas-

cade construction of a fixed-input-length PRF with prefix-
free encoding is a variable-input-length PRF. Bellare [1]
showed that HMAC is a PRF if the compression function
of the underlying hash function is a PRF with two keying
strategies. Yasuda proposed interesting PRF modes and pro-
vided the security proofs [13]–[15]. In his security proofs, it
is also assumed that the compression function is a PRF. He
did not consider its internal structure, either.

Preneel, Govaerts and Vandewalle defined a model
of compression functions using a block cipher (the PGV
model), which covers the Davies-Meyer, Matyas-Meyer-
Oseas and Miyaguchi-Preneel modes [11]. They also pro-
vided a security analysis of the modes in their model against
several generic attacks. Black, Rogaway and Shrimpton an-
alyzed the modes in the PGV model in terms of provable
security [4].

(4) Organization

Some notations and definitions are given in Sect. 2. MDP-
MMO is described in Sect. 3. Two PRF modes and their se-
curity analysis are presented in Sect. 4. Section 5 shows that
MMO is most compatible with MDP in terms of provable
security.

2. Definitions

Let Func(D,R) be the set of all functions from D to R, and

Perm(D) be the set of all permutations on D. Let s
$← S

represent that an element s is selected from the set S under
the uniform distribution.

2.1 Pseudorandom Bit Generator

Let g be a function such that g : {0, 1}n → {0, 1}l, where
n < l. Let A be a probabilistic algorithm which outputs 0
or 1 for a given input in {0, 1}l. The prbg-advantage of A
against g is defined as follows:

Advprbg
g (A) =

∣∣∣∣Pr[A(g(k)) = 1 | k $← {0, 1}n]

− Pr[A(s) = 1 | s $← {0, 1}l]
∣∣∣∣,

where the probabilities are taken over the coin tosses by
A and the uniform distributions on {0, 1}n and {0, 1}l. g is
called a pseudorandom bit generator (PRBG) if Advprbg

g (A)
is negligible for any efficient A.

We will abuse the definition for n = l. Actually, for
example, the identity function is trivially a PRBG for n = l.

2.2 Pseudorandom Function

Let f : K × D → R be a function family from D to R with
a key space K. f (k, ·) is often denoted by fk(·). Let A be a
probabilistic algorithm with oracle access to a function from
D to R. A outputs 0 or 1. The prf-advantage of A against f

is defined as follows:

Advprf
f (A) =

∣∣∣∣Pr[Afk = 1 | k $← K]

− Pr[Aρ = 1 | ρ $← Func(D,R)]
∣∣∣∣,

where the probabilities are taken over the coin tosses by A
and the uniform distributions on K and Func(D,R). f is
called a pseudorandom function (PRF) if Advprf

f (A) is negli-
gible for any efficient A.

Let p : K × D→ D be a permutation family on D with
a key space K. The prp-advantage of A against p is defined
similarly:

Advprp
p (A) =

∣∣∣∣Pr[Apk = 1 | k $← K]

− Pr[Aρ = 1 | ρ $← Perm(D)]
∣∣∣∣,

where the probabilities are taken over the coin tosses by A
and the uniform distributions on K and Perm(D). p is called
a pseudorandom permutation (PRP) if Advprp

p (A) is negligi-
ble for any efficient A.

2.3 Pseudorandom Function under Related-Key Attack

Pseudorandom functions under related-key attacks are first
formalized by Bellare and Kohno [3]. We only consider a
related-key attack with respect to a permutation ϕ as in [7].
We refer to this type of attack as the ϕ-related-key attack.
Let A be a probabilistic algorithm with oracle access to a
pair of functions from D to R. Each query by A is an ele-
ment in D. A sends it to one of the functions, which returns
a corresponding element in R. The prf-rka-advantage of A
against f under the ϕ-related-key attack is given by

Advprf-rka
ϕ, f (A) =

∣∣∣∣Pr[Afk , fϕ(k) = 1 | k $← K]

− Pr[Aρ,ρ
′
= 1 | ρ, ρ′ $← Func(D,R)]

∣∣∣∣,

where the probabilities are taken over the coin tosses by A
and the uniform distributions on K and Func(D,R). f is
called a ϕ-rka-secure PRF if Advprf-rka

ϕ, f (A) is negligible for
any efficient A.

For a permutation, the prp-rka-advantage and the ϕ-
rka-secure PRP can also be defined similarly.

3. MDP with MMO

We denote concatenation of sequences by ‖. For sequences
M1, . . . ,MN , we often denote M1‖M2‖ · · · ‖MN simply by
M1M2 · · ·MN . Let B = {0, 1}n and B+ = ∪∞i=1Bi.

Let E : B×B → B be an (n, n) block cipher, where the
first B is the key space. The Matyas-Meyer-Oseas (MMO)
compression function [9] h : B × B → B with E is defined
as follows: h(s, x) = Es(x)⊕x, where s is a chaining variable
and x is a message block.

The MDP transform [7] of h with a permutation π is
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Fig. 1 MDP-MMO[E, π, IV](M). E is an underlying (n, n) block cipher.
pad(M) = M1M2 · · ·MN .

denoted by h◦π : B × B+ → B and defined as follows: For
s ∈ B and M1‖M2‖ · · · ‖MN (Mi ∈ B),

1. s0 = s,
2. if N ≥ 2, then si = h(si−1,Mi) for 1 ≤ i ≤ N − 1,
3. sN = h(π(sN−1),MN),
4. h◦π(s,M1M2 · · ·MN)

def
= sN .

A padding function pad : {0, 1}∗ → B+ is also necessary for
the preprocessing of a given message of arbitrary length.

Now, MDP-MMO is a scheme to construct a hash func-
tion using a block cipher E : B × B → B, a permutation
π : B → B and an initial value IV ∈ B, which is defined as
follows:

MDP-MMO[E, π, IV](M)
def
= h◦π(IV, pad(M)).

MDP-MMO is illustrated in Fig. 1.

4. PRF Modes of MDP-MMO

For the PRF modes given in this section, any unambiguous
padding suffices. Thus, we will assume that the length of a
message input M is always a multiple of n, and do without
pad. Namely, M = M1‖ · · · ‖MN , where Mi ∈ B for 1 ≤ i ≤
N. Mi is called a message block.

4.1 Keyed-via-IV Mode

A PRF is obtained from MDP-MMO by replacing the fixed
initial value with a secret key. The function, KMDP-MMO,
is illustrated in Fig. 2. It is simply h◦π(K, ·).

The security of KMDP-MMO is reduced to the security
of the underlying block cipher. It resists any distinguishing
attack that requires much fewer than 2n/2 queries if the un-
derlying block cipher is a π-rka-secure PRP.

Theorem 1: Let A be a prf-adversary against h◦π. Suppose
that A runs in time at most t, and makes at most q queries,
and each query has at most � message blocks. Then, there
exists a prp-rka-adversary B against E such that

Advprf
h◦π

(A) ≤ �q · Advprp-rka
π,E (B) +

�q(q − 1)
2n+1

.

B makes at most q queries and runs in time at most t +
O(�qTE), where TE represents the time required to compute
E.

π should be a permutation with at most a negligible
number of fixed points. Otherwise, E cannot be a π-rka-
secure PRP. Examples of possible candidates for π are bit-
wise addition of a nonzero constant or cyclic shift.

Fig. 2 KMDP-MMO. K is a secret key.

Let us consider the tightness of the bound given in The-
orem 1. The attack in [12] can break KMDP-MMO with
about 2n/2/

√
� queries. Suppose that the best π-related-key

attack against E as a PRP is exhaustive key search. Then,
since the time complexity of B is t + O(�qTE), B can try
t/TE + O(�q) keys, that is,

Advprp-rka
π,E (B) ≤ t/TE + O(�q)

2n
,

and

Advprf
h◦π

(A) ≤ �qt/TE

2n
+

O((�q)2)
2n

.

The right side exceeds 1 if q ≈ 2n/2/�. Thus, the gap is the
factor of

√
� or more.

Theorem 1 directly follows from two lemmas given in
the remaining part.

Let A be an adversary with access to m pairs of oracles
u1, u′1, u2, u′2, . . . , um, u′m. Each query by A is directed to just
one of the 2m oracles. Let us define the following notation:

〈uj, u
′
j〉mj=1 = u1, u

′
1, u2, u

′
2, . . . , um, u

′
m.

The m-prf-rka-advantage of A against h under the π-related-
key attack is defined as follows:

Advm-prf-rka
π,h (A)

=
∣∣∣∣Pr[A〈hK j ,hπ(K j)〉mj=1 = 1 |K1, . . . ,Km

$← B]

− Pr[A〈ρ j ,ρ
′
j〉mj=1 = 1 | 〈ρ j, ρ

′
j〉mj=1

$← Func(B,B)]
∣∣∣∣.

Lemma 1 ([7]): Let A be a prf-adversary against h◦π. Sup-
pose that A runs in time at most t, and makes at most q
queries, and each query has at most �message blocks. Then,
there exists a prf-rka-adversary B against h with access to q
pairs of oracles such that

Advprf
h◦π

(A) ≤ � · Advq-prf-rka
π,h (B).

B makes at most q queries and runs in time at most t +
O(�qTh), where Th represents the time required to compute
h.

A proof of Lemma 1 is given in Appendix. It is based on the
hybrid argument [5].

Lemma 2: Let hK(x) = EK(x) ⊕ x. Let A be a prf-rka-
adversary against h with m pairs of oracles. Suppose that A
runs in time at most t, and makes at most q queries. Then,
there exists a prp-rka-adversary B against E such that

Advm-prf-rka
π,h (A) ≤ m · Advprp-rka

π,E (B) +
q(q − 1)

2n+1
.
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B makes at most q queries and runs in time at most t +
O(q TE), where TE represents the time required to compute
E.

A proof of this lemma is given below. It is also based on the
hybrid argument.

Proof : For a permutation � ∈ Perm(B), let �̃(x) =
�(x) ⊕ x.

Advm-prf-rka
π,h (A)

=
∣∣∣∣Pr[A〈hK j ,hπ(K j)〉mj=1 = 1 |K1, . . . ,Km

$← B]

− Pr[A〈ρ j ,ρ
′
j〉mj=1 = 1 | 〈ρ j, ρ

′
j〉mj=1

$← Func(B,B)]
∣∣∣∣

≤
∣∣∣∣Pr[A〈hK j ,hπ(K j)〉mj=1 = 1 |K1, . . . ,Km

$← B]

− Pr[A〈�̃ j ,�̃
′
j〉mj=1 = 1 | 〈� j, �

′
j〉mj=1

$← Perm(B)]
∣∣∣∣

+
∣∣∣∣Pr[A〈�̃ j ,�̃

′
j〉mj=1 = 1 | 〈� j, �

′
j〉mj=1

$← Perm(B)]

− Pr[A〈ρ j ,ρ
′
j〉mj=1 = 1 | 〈ρ j, ρ

′
j〉mj=1

$← Func(B,B)]
∣∣∣∣.

For 0 ≤ i ≤ m, let Oi be m pairs of oracles such that
hK1 , hπ(K1), . . ., hKi , hπ(Ki), �̃i+1, �̃

′
i+1, . . ., �̃m, �̃

′
m, where

K1, . . . ,Ki
$← B and �i+1, �

′
i+1, . . . , �m, �

′
m

$← Perm(B).
Notice that O0 = 〈�̃ j, �̃

′
j〉mj=1 and Om = 〈hK j , hπ(K j)〉mj=1.

A prp-rka-adversary B is constructed using A as a sub-
routine. The algorithm of B with oracles u, u′ is given be-

low. u, u′ are either EK , Eπ(K) or �,�′, where K
$← B and

�,�′
$← Perm(B).

1. i
$← {1, 2, . . . ,m}.

2. runs A with oracles hK1 , hπ(K1), . . . , hKi−1 , hπ(Ki−1), ũ, ũ′,
�̃i+1, �̃

′
i+1, . . . , �̃m, �̃

′
m, where K1, . . . ,Ki−1

$← B and

�i+1, �
′
i+1, . . . , �m, �

′
m

$← Perm(B).
3. outputs A’s output.

Then,

Pr[BEK ,Eπ(K) = 1 |K $← B] =
1
m

m∑

i=1

Pr[AOi = 1]

and

Pr[B�,�
′
= 1 |�,�′ $← Perm(B)]

=
1
m

m−1∑

i=0

Pr[AOi = 1].

Thus,

Advprp-rka
π,E (B) =

∣∣∣∣Pr[BEK ,Eπ(K) = 1 |K $← B]

− Pr[B�,�
′
= 1 |�,�′ $← Perm(B)]

∣∣∣∣

=
1
m

∣∣∣∣Pr[AOm = 1] − Pr[AO0 = 1]
∣∣∣∣.

B makes at most q queries and runs in time at most t +

Fig. 3 KPMDP-MMO. K is a secret key.

O(q TE). There may exist an algorithm with the same re-
sources and larger advantage. Let us also call it B. Then,
∣∣∣∣Pr[AOm = 1] − Pr[AO0 = 1]

∣∣∣∣
=
∣∣∣∣Pr[A〈hK j ,hπ(K j)〉mj=1 = 1 |K1, . . . ,Km

$← B]

− Pr[A〈�̃ j ,�̃
′
j〉mj=1 = 1 | 〈� j, �

′
j〉mj=1

$← Perm(B)]
∣∣∣∣

≤ m · Advprp-rka
π,E (B).

It is possible to distinguish �̃1, �̃
′
1, . . . , �̃m, �̃

′
m and

ρ1, ρ
′
1, . . . , ρm, ρ

′
m only by the fact that there may be a col-

lision for ρ(x) ⊕ x for ρ ∈ Func(B,B). Thus, since A makes
at most q queries,
∣∣∣∣Pr[A〈�̃ j ,�̃

′
j〉mj=1 = 1 | 〈� j, �

′
j〉mj=1

$← Perm(B)]

− Pr[A〈ρ j ,ρ
′
j〉mj=1 = 1 | 〈ρ j, ρ

′
j〉mj=1

$← Func(B,B)]
∣∣∣∣

≤ q(q − 1)
2n+1

.

�

4.2 Key-Prefix Mode

The key-prefix mode is a method to construct a PRF with a
given hash function. It simply feeds K‖M to the hash func-
tion as an input, where K is a secret key and M is a message
input. The mode with MDP-MMO is illustrated in Fig. 3. K
is assumed to be in B. We call the function KPMDP-MMO.
This mode uses MDP-MMO as a black box. In this sense,
it is similar to HMAC. However, it is more efficient than
HMAC.

Let νE : B → B be a function such that νE(K) =
EIV (K) ⊕ K. KPMDP-MMO with a key K ∈ B and a mes-
sage input M ∈ B+ is h◦π(νE(K),M). Let us denote it by
(h◦π � νE)(K,M).

KPMDP-MMO resists any distinguishing attack that
requires much fewer than 2n/2 queries if the underlying
block cipher E is a π-rka-secure PRP and νE is a PRBG.

Theorem 2: Let A be a prf-adversary against h◦π � νE . Sup-
pose that A runs in time at most t, and makes at most q
queries, and each query has at most �message blocks. Then,
there exist a prp-rka-adversary B against E, and a prbg-
adversary B′ against νE such that

Advprf
h◦π�νE (A) ≤
�q · Advprp-rka

π,E (B) + Advprbg
νE (B′) +

�q(q − 1)
2n+1

.

B makes at most q queries and runs in time at most t +
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O(�qTE). B′ runs in time at most t + O(�qTE), where TE

represents the time required to compute E.

Theorem 2 directly follows from Theorem 1 and the
following lemma. It says that h◦π � νE is a PRF if h◦π is a PRF
and νE is a PRBG. The proof is easy and omitted.

Lemma 3: Let A be a prf-adversary against h◦π � νE . Sup-
pose that A runs in time at most t and makes at most q
queries, and each query has at most �message blocks. Then,
there exist a prf-adversary B against h◦π and a prbg-adversary
B′ against νE such that

Advprf
h◦π�νE (A) ≤ Advprf

h◦π
(B) + Advprbg

νE (B′).

B runs in time at most t + O(�qn), makes at most q queries,
and each query has at most �message blocks. B′ runs in time
at most t + O(�qTh), where Th represents the time required
to compute h.

5. Discussion

It is discussed in this section if other block-cipher-based
compression functions are useful for PRF modes given in
the previous section as well as MMO. Table 1 gives 20 PGV
compression functions for collision-resistant hash functions
in the ideal cipher model [4]. h1 is MMO, h5 is Davies-
Meyer, and h3 is Miyaguchi-Preneel.

If the key of E is Mi, then it is not secret and
fully controlled by an adversary. Thus, it is impossi-
ble to reduce the security of the PRF modes in the pre-
vious section to the security of E for hj, where j ∈
{5, 6, 7, 8, 15, 17, 19, 20}. In the remaining part, counterex-
amples are given which imply the impossibility to reduce
the security of PRF modes to the security of E for hj, where
j ∈ {2, 3, 4, 9, 10, 11, 12, 13, 14, 16, 18}. The observations
show that MMO is the best choice for the PRF modes in
terms of provable security.

Example 1: Suppose that there exists some nonzero d ∈
{0, 1}n such that EK(M) = EK⊕d(M ⊕ d) ⊕ d for every K and
M. E can be a PRP under the chosen plaintext attack. It

Table 1 20 PGV compression functions for collision-resistant hash func-
tions in the ideal cipher model. Mi is a message block, and vi−1 is a chaining
variable. wi = Mi ⊕ vi−1. c is a constant.

h1 Evi−1 (Mi) ⊕ Mi

h2 Evi−1 (wi) ⊕ wi

h3 Evi−1 (Mi) ⊕ wi

h4 Evi−1 (wi) ⊕ Mi

h5 EMi (vi−1) ⊕ vi−1

h6 EMi (wi) ⊕ wi

h7 EMi (vi−1) ⊕ wi

h8 EMi (wi) ⊕ vi−1

h9 Ewi (Mi) ⊕ Mi

h10 Ewi (vi−1) ⊕ vi−1

h11 Ewi (Mi) ⊕ vi−1

h12 Ewi (vi−1) ⊕ Mi

h13 Ewi (Mi) ⊕ c

h14 Ewi (Mi) ⊕ wi

h15 EMi (vi−1) ⊕ c

h16 Ewi (vi−1) ⊕ c

h17 EMi (vi−1) ⊕ Mi

h18 Ewi (vi−1) ⊕ wi

h19 EMi (wi) ⊕ c

h20 EMi (wi) ⊕ Mi

should be mentioned that DES has this kind of property for
d = 1n. If E is used for h9, then

h9(K,Mi ⊕ d) = EK⊕Mi⊕d(Mi ⊕ d) ⊕ Mi ⊕ d

= EK⊕Mi (Mi) ⊕ Mi

= h9(K,Mi).

It implies that h9(K, ·) is not a PRF. h11, h13 and h14 are not
PRFs, either, if E is used for them.

Example 2: Suppose that there exists some nonzero d ∈
{0, 1}n such that EK(M) = EK⊕d(M) for every K and M. E
can be a PRP under the chosen plaintext attack. If E is used
for h10, then

h10(K,Mi ⊕ d) = h10(K,Mi).

Thus, h10(K, ·) is not a PRF. h12, h16 and h18 are not PRFs,
either, if E is used for them.

Counterexamples in Examples 1 and 2 are block ci-
phers insecure under the related-key attack with respect to d.
On the other hand, two PRF modes in the previous section
require a block cipher secure under the related-key attack
with respect to π. Major difference is as follows:

• The designer of E in MDP-MMO has only to worry
about the related-key attack with respect to π, which is
also set by the designer.

• The designer of E in h9, for example, has to worry
about all nonzero d.

Example 3: Suppose that EK(K) = K for every K. E can
be a PRP under the chosen plaintext attack. If E is used for
h4, then

h4(K, 0n) = EK(K) ⊕ 0n = K.

We can check if the oracle is h4(K, ·) or not with another
query. Thus, h4(K, ·) is not a PRF. h2 is not a PRF, either, if
E is used for it.

Example 4: Suppose that EK(M) = K ⊕ M for every K
and M. E is a PRP under the chosen plaintext attack for any
adversary making only one query (E is one-time pad). If E
is used for h3, then

h3(K, 0n) = EK(0n) ⊕ K = 0n.

It implies that h3(K, ·) is not a PRF against an adversary
making only one query.

Example 4 may be insignificant. However, it still im-
plies that MMO seems preferable to Miyaguchi-Preneel in
terms of provable security.

6. Conclusion

This article has discussed the provable security of two effi-
cient PRF modes of an iterated hash function with the MMO
compression function and the MDP domain extension trans-
form. It has also been shown that the MMO compression
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function is best suited to MDP among the compression func-
tions in the Preneel-Govaerts-Vandewalle model in terms of
provable security.

Combined with [6], this article implies that using
MDP-MMO is a good strategy to construct a secure block-
cipher-based hash function.
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Appendix: Proof of Lemma 1

Let B≤i =
⋃i

d=0 Bd. For i ∈ {0, 1, . . . , �} (� ≥ 1) and two
functions α : B≤i → B and β : Bi → B, a function Ii[α, β] :
B≤� → B is defined as follows:

Ii[α, β](M1 M2 · · ·Ml)

=

⎧⎪⎪⎨⎪⎪⎩
α(M1 · · ·Ml) if l ≤ i,

h◦π(β(M1 · · ·Mi),Mi+1 · · ·Ml) if l > i.

Let Pi be the probability

Pr[AIi[α,β] = 1 |α $← Func(B≤i,B)∧ β $← Func(Bi,B)].

Then,

Advprf
h◦π

(A) =
∣∣∣P0 − P�

∣∣∣.
Notice that α and β are just random elements fromB if i = 0.

A q-prf-rka-adversary B with q pairs of oracles
〈uj, u′j〉qj=1 is constructed using A as a subroutine. For

i ∈ {1, . . . , �}, a q-prf-rka-adversary B
〈uj,u′j〉qj=1

i is first defined.
Then, B is constructed with Bi’s.

Bi first picks γ
$← Func(B≤i−1,B). Actually, Bi im-

plements γ via lazy sampling. Then, Bi runs A. Bi has to
answer q queries of A appropriately. In order to do that, Bi

maintains a counter idx, which is initially set to 0. When
Bi receives the k-th query M(k) = M(k)

1 M(k)
2 · · ·M(k)

l of A, Bi

returns
⎧⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎩

γ(M(k)
1 · · ·M(k)

l ) if l < i,
u′

idx(M(k)
1 ···M(k)

i−1)
(M(k)

i ) if l = i,

h◦π(uidx(M(k)
1 ···M(k)

i−1)(M(k)
i ),M(k)

i+1 · · ·M(k)
l ) if l > i.

In the above, idx(M(k)
1 · · ·M(k)

i−1) is a unique integer
in {1, . . . , q} which depends on the query M(k)

1 · · ·M(k)
i−1.

If there is a previous query M(p) (p < k) such that
M(p)

1 · · ·M(p)
i−1 = M(k)

1 · · ·M(k)
i−1, then define idx(M(k)

1 · · ·
M(k)

i−1) = idx(M(p)
1 · · ·M(p)

i−1), and otherwise increase idx by

1 and define idx(M(k)
1 · · ·M(k)

i−1) = idx.
Now, suppose that Bi is given oracles uj, u′j such that

uj = hK j and u′j = hπ(K j) with Kj
$← B for 1 ≤ j ≤ q. Then,

when A makes the k-th query M(k) = M(k)
1 M(k)

2 · · ·M(k)
l , Bi

returns
⎧⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎩

γ(M(k)
1 · · ·M(k)

l ) if l < i,
hπ(K

idx(M(k)
1 ···M(k)

i−1)
)(M(k)

i ) if l = i,

h◦π(Kidx(M(k)
1 ···M(k)

i−1),M
(k)
i M(k)

i+1 · · ·M(k)
l ) if l > i.

Since Kidx(M(k)
1 ···M(k)

i−1) is a random function of M(k)
1 · · ·M(k)

i−1,

we can say that A has oracle access to Ii−1[α, β] with α
$←

Func(B≤i−1,B) and β
$← Func(Bi−1,B). Therefore,

Pr[B
〈hK j ,hπ(K j)〉qj=1

i = 1 |K1, . . . ,Kq
$← B] = Pi−1.
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Next, suppose that Bi has oracle access to ρ1, ρ
′
1, . . . ,

ρq, ρ
′
q

$← Func(B,B). Then, Bi returns

⎧⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎩

γ(M(k)
1 · · ·M(k)

l ) if l < i,
ρ′

idx(M(k)
1 ···M(k)

i−1)
(M(k)

i ) if l = i,

h◦π(ρidx(M(k)
1 ···M(k)

i−1)(M(k)
i ),M(k)

i+1 · · ·M(k)
l ) if l > i.

Since ρidx(M(k)
1 ···M(k)

i−1)(M(k)
i ) and ρ′

idx(M(k)
1 ···M(k)

i−1)
(M(k)

i ) are inde-

pendent random functions of M(k)
1 · · ·M(k)

i−1M(k)
i , we can say

that A has oracle access to Ii[α, β] with α
$← Func(B≤i,B)

and β
$← Func(Bi,B). Therefore,

Pr[B
〈ρ j,ρ

′
j〉qj=1

i = 1 | 〈ρ j, ρ
′
j〉qj=1

$← Func(B,B)] = Pi.

Finally, B is defined as follows: It first chooses i
$←

{1, . . . , �}, then behaves identically to Bi. Then,

Advq-prf-rka
π,h (B)

=
∣∣∣∣Pr[B〈hK j ,hπ(K j)〉qj=1 = 1 |K1, . . . ,Kq

$← B] −
Pr[B〈ρ j,ρ

′
j〉qj=1 = 1 | 〈ρ j, ρ

′
j〉qj=1

$← Func(B,B)]
∣∣∣∣

=
1
�

∣∣∣∣∣∣∣
�∑

i=1

Pi−1 −
�∑

i=1

Pi

∣∣∣∣∣∣∣ =
1
�

∣∣∣P0 − P�
∣∣∣

=
1
�

Advprf
h◦π

(A).

B makes at most q queries and runs in time at most t +
O(�qTh). There may exist an algorithm with the same re-
sources and larger advantage. Let us also call it B. Then,

Advprf
h◦π

(A) ≤ � · Advq-prf-rka
π,h (B).

�

Shoichi Hirose received the B.E., M.E.
and D.E. degrees in information science from
Kyoto University, Kyoto, Japan, in 1988, 1990
and 1995, respectively. From 1990 to 1998, he
was a research associate at Faculty of Engineer-
ing, Kyoto University. From 1998 to 2005, he
was a lecturer at Graduate School of Informat-
ics, Kyoto University. From 2005 to 2009, he
was an associate professor at Faculty of Engi-
neering, University of Fukui. From 2009, he
is professor at Graduate School of Engineering,

University of Fukui. His current interests include cryptography and infor-
mation security. He received Young Engineer Award from IEICE in 1997.
He is a member of ACM, IEEE, IACR and IPSJ.

Hidenori Kuwakado received the B.E.,
M.E. and D.E. degrees from Kobe University in
1990, 1992, and 1999 respectively. He worked
for Nippon Telegraph and Telephone Corpora-
tion from 1992 to 1996. From 1996 to 2002 he
was a Research Associate in the Faculty of En-
gineering, Kobe University. From 2002 to 2007,
he was an Associate Professor in the Faculty
of Engineering, Kobe University. Since 2007,
he has been an Associate Professor in Graduate
School of Engineering, Kobe University. His re-

search interests are in cryptography and information security.



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.4
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /CMYK
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams false
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments true
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Apply
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000620065006400730074002000650067006e006500720020007300690067002000740069006c002000700072006500700072006500730073002d007500640073006b007200690076006e0069006e00670020006100660020006800f8006a0020006b00760061006c0069007400650074002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /FRA <FEFF005500740069006c006900730065007a00200063006500730020006f007000740069006f006e00730020006100660069006e00200064006500200063007200e900650072002000640065007300200064006f00630075006d0065006e00740073002000410064006f00620065002000500044004600200070006f0075007200200075006e00650020007100750061006c0069007400e90020006400270069006d007000720065007300730069006f006e00200070007200e9007000720065007300730065002e0020004c0065007300200064006f00630075006d0065006e00740073002000500044004600200063007200e900e90073002000700065007500760065006e0074002000ea0074007200650020006f007500760065007200740073002000640061006e00730020004100630072006f006200610074002c002000610069006e00730069002000710075002700410064006f00620065002000520065006100640065007200200035002e0030002000650074002000760065007200730069006f006e007300200075006c007400e90072006900650075007200650073002e>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <FEFF004200720075006b00200064006900730073006500200069006e006e007300740069006c006c0069006e00670065006e0065002000740069006c002000e50020006f0070007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e00740065007200200073006f006d00200065007200200062006500730074002000650067006e0065007400200066006f00720020006600f80072007400720079006b006b0073007500740073006b00720069006600740020006100760020006800f800790020006b00760061006c0069007400650074002e0020005000440046002d0064006f006b0075006d0065006e00740065006e00650020006b0061006e002000e50070006e00650073002000690020004100630072006f00620061007400200065006c006c00650072002000410064006f00620065002000520065006100640065007200200035002e003000200065006c006c00650072002000730065006e006500720065002e>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


